Long Beach Community College District

CLASS SPECIFICATION
Senior Network Administrator

FLSA Status: Non-Exempt
EEOC Job Category: Professionals
Union Representation: Represented

GENERAL PURPOSE
Under direction, performs highly complex duties in the design, development, installation, upgrade, integration, administration and maintenance of the District's wired and wireless network infrastructure; monitors network servers, equipment and devices for performance and stability; designs, installs and monitors network security devices, software, protocols and processes; serves as a technical advisor on difficult and complex network, communication and configuration issues; and performs related duties as assigned.

DISTINGUISHING CHARACTERISTICS
Senior Network Administrator performs highly complex duties at a professional mastery level in the design, development, integration and administration of the District’s wired and wireless networks to provide efficient, stable, reliable infrastructures needed for effective operations and sharing of applications and information to internal faculty, managers and staff and to the District's students and interested publics. The incumbent is responsible for design of the District's network architecture, including switching, routing, overall network services and network security, and participates in researching technology alternatives and planning for expansion of network capacity to support meeting District mission, goals and operational requirements. The incumbent troubleshoots and resolves the most complex network performance and connectivity problems. Assignments are usually given in terms of broad operational or project requirements and performance is measured in terms of overall performance and results.

Senior Network Administrator is distinguished from other network administration and user support classes by the incumbent's expertise in network design and overall responsibility for development and integration of District-wide wired and wireless network infrastructure and network systems.

ESSENTIAL DUTIES AND RESPONSIBILITIES
The duties listed below are intended only as illustrations of the various types of work that may be performed. The omission of specific statements of duties does not exclude them from the position if the work is similar, related or a logical assignment to this class.

1. Designs and develops the District's large, complex, multi-segment network infrastructure; designs, develops, installs, integrates and maintains the network physical infrastructure incorporating multiple technologies and protocols; installs, upgrades, replaces, configures, integrates and maintains network hardware, software and devices, including servers, switches, routers, bridges, gateways and cabling and other wiring equipment; creates, reallocates or deletes subnets or virtual networks to improve performance and increase security.
2. Designs, develops, installs, configures and maintains network operating system software and network infrastructure applications; maintains software installation libraries; monitors directories and domains and audits server logs to identify performance issues and device failures; installs server fixes and service packs to maintain reliability and security.

3. Designs, develops, installs, configures, maintains and troubleshoots the VoIP (Voice Over IP) network infrastructure, including PoE (Power Over Ethernet) switches, OPSs (uninterruptible power supplies, voice routers, call processing servers, voicemail servers and other VoIP related equipment; creates, reallocates or deletes voice subnets; performs tuning to ensure high quality and reliable voice services.

4. Designs, develops, installs, configures, maintains and troubleshoots the SAN (Storage Area Network), including HBAs (Host Bus Adapters), fibre channel switches, fibre channel and SATA drives, fibre channel cables and associated firmware and software; works with storage vendor on major SAN installs, upgrades and troubleshooting of problems.

5. Designs, conducts site surveys, installs and maintains wireless access points and associated wireless equipment, devices and software throughout District locations; creates and maintains firewalls and authentication servers and assigns Service Set Identifiers and encryption methods to wireless access points; creates and maintains wireless domain services to allow wireless roaming; troubleshoots and resolves wireless interference, connectivity, performance and security problems.

6. Troubleshoots, diagnoses and resolves server connectivity and performance issues; administers network standards, including naming conventions and address protocols; monitors, analyzes and manages network traffic and other conditions to achieve optimal performance and uptime; analyzes data to minimize network congestion.

7. Analyzes network capacity and growth requirements and recommends network infrastructure upgrades and enhancements to meet long-term District needs; develops plans for server room expansion including rack space, floor space, cooling and power requirements; installs server racks, uninterruptible power supplies and other server support equipment; develops specifications for network hardware, software and cabling upgrades and enhancements.

8. Designs, installs and administers new security systems and methods; creates and maintains security rights on network resources; maintains and administers the firewall rule base and authentication systems; monitors for network intrusions and security breaches; implements and enforces the enterprise network security policy and remote access standards and guidelines.

9. Performs project leadership functions for network installation projects; participates in planning and managing large migration and conversion projects; creates network management scripts to automate software installation, workstation management and network resource assignments; creates scripts to automate bulk configuration changes to network switches.

10. Provides technical advice, solutions and field training to user support staff; develops tools to assist staff in deploying software, configuring settings and troubleshooting and resolving a variety of workstation problems; performs advanced troubleshooting on network hardware, software and connectivity problems; performs third level problem resolution.
OTHER DUTIES

1. Maintains an inventory of hardware components and software as well as surplus computer hardware and equipment to be rebuilt and redistributed to users.

2. Researches and evaluates hardware and software for compatibility, serviceability, design and performance; develops specifications and recommends the purchase of computer/network-related hardware and software.

3. Develops prototype systems to test for integration, feasibility and reliability; conducts cost benefit analyses; participates in the selection of vendors; develops support and training materials for user support staff on new technologies and their integration in the District's network infrastructure.

4. Monitors trends and developments in systems, networking and multi-platform communication technologies; consults with vendors and other sources on industry and product direction, functionality and capabilities.

5. Provides back up support to other members of the network services and user support team.

6. Acts for the Deputy Director, Network Services and User Support in the event of that individual’s absence.

QUALIFICATIONS

Knowledge of:

1. Wired and wireless network architectures and theory and principles of network design and integration, including topologies, protocols and network load distribution.

2. Principles, methods and techniques for layout, installation, configuration, integration and operation of network systems, components, equipment and devices.

3. Principles, methods and techniques for installation, configuration, integration and operation of VoIP network systems, components, equipment, devices and software.

4. Principles, methods and techniques for installation, configuration, integration and operation of Storage Area Network systems, components, equipment, devices and software.

5. Server hardware and operating system architecture, directory services, characteristics, commands and components applicable to District servers and computer platforms.


7. Methods and techniques for performing connectivity testing and network analysis and troubleshooting.

8. Principles, practices and methods of network administration and maintenance, including configuration, performance tuning and diagnostic tools.

9. Wired and wireless network security principles, equipment, software, practices, techniques and tools, including encryption standards and authentication methods.
11. Disaster planning and recovery techniques.
12. Database management systems and software.
13. Standard programming and scripting languages and utilities applicable to responsibilities.
14. Network media and cable plant design and layout.
15. Project management methods, tools and techniques.
16. Basic knowledge of building construction including reading building plans, framing, construction materials, electrical and general concepts for the proper installation of network cable and wireless networking equipment.

**Ability to:**

1. Design, configure, manage and maintain the operations of complex wired and wireless network systems to achieve optimal technical performance and user support.
2. Troubleshoot complex network hardware, software and/or connectivity problems and make modifications and fixes to resolve problems.
3. Develop conceptual frameworks and apply state-of-the-art technology to the design and management of operating system and network infrastructures.
4. Perform business and functional analyses and reach sound conclusions regarding customer needs and requirements.
5. Understand and apply the analysis of functional requirements to the development of proposals, specifications and recommendations for efficient, cost-effective network systems and technology solutions.
6. Establish and maintain project schedules and balance responsibilities for multiple projects to ensure timely, high-quality results.
7. Assess customer needs, set priorities and allocate resources to most effectively meet needs in a timely manner.
8. Prepare clear, concise and accurate system documentation, reports of work performed, and other written materials.
9. Make sound, expert independent decisions within established guidelines.
10. Communicate clearly and effectively orally and in writing.
11. Work collaboratively and effectively as a project leader and team member.
12. Establish and maintain effective customer-focused working relationships with managers, customers, vendors, consultants, employees and others encountered in the course of work.
Education, Training and Experience:
A typical way of obtaining the knowledge, skills and abilities outlined above is graduation from graduation from a college or university with a major in computer science, management information systems or a closely related field; and at least five years of progressively responsible experience in the analysis, design, development and administration of network infrastructures; or an equivalent combination of training and experience.

Licenses; Certificates; Special Requirements:
A valid California driver's license and the ability to maintain insurability under the District’s vehicle insurance policy.

PHYSICAL AND MENTAL DEMANDS
The physical and mental demands described here are representative of those that must be met by an employee to successfully perform the essential functions of this class. Reasonable accommodations may be made to enable individuals with disabilities to perform the essential functions.

Physical Demands
While performing the duties of this job, the employee is regularly required to sit, stand and walk; talk or hear, both in person and by telephone; hear to distinguish signal warnings and equipment operating sounds; use hands to finger, handle and feel computers, equipment, tools and devices; and reach with hands and arms. The employee is frequently required to stoop, kneel, bend and crouch. The employee frequently lifts up to 100 pounds.

Specific vision abilities required by this job include close vision, distance vision, use of both eyes, depth perception, peripheral vision, ability to distinguish basic colors or shades and the ability to adjust focus.

Mental Demands
While performing the duties of this class, the incumbent is regularly required to use written and oral communication skills; read and interpret complex data, information and documents; analyze and solve complex problems; observe and interpret people and situations; use math/mathematical reasoning; perform highly detailed work under changing, intensive deadlines, on multiple concurrent tasks; work with constant interruptions, and interact with managers, customers, vendors, consultants, employees and others encountered in the course of work, some of whom are upset or dissatisfied.

WORK ENVIRONMENT
The work environment characteristics described here are representative of those an employee encounters while performing the essential functions of this class. Reasonable accommodations may be made to enable individuals with disabilities to perform the essential functions.
The employee frequently works under typical office conditions, and the noise level is usually quiet. The employee also frequently performs work in customers’ offices and other locations where the noise level is normally quiet. Some work is performed in confined spaces, manholes, tunnels, basements, attics, pull boxes, on roofs and under trailers; near moving mechanical equipment and heavy traffic; on uneven or slippery surfaces; and employees may be exposed to outdoor weather conditions, airborne dust and particles, extreme temperatures and humidity, biological hazards, fumes and the risk of electrical shock; and the noise level may be very loud. Some work involves climbing ladders and working in high precarious places.